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JCurve Solutions Limited
Whistleblowing Policy

At JCurve Solutions we are committed to the highest standards of conduct and ethical behaviour in all
our business activities, and to promote and support a culture of honest and ethical behaviour,

corporate compliance and good corporate governance.

We encourage the reporting of any instances of suspected unethical, illegal, fraudulent or undesirable
conduct involving JCurve Solutions business, and will ensure that those persons who make a report
shall do so without fear of intimidation, disadvantage or reprisal.

This Policy has been developed to align with, and is underpinned by the JCurve Solutions values,
which are set out in our Code of Conduct.

1. Whatis Reportable Conduct?

You may make a report under this policy if you suspect on reasonable grounds that a JCurve Solutions
Director, employee, contractor, supplier, tenderer or other person who has business dealings with
JCurve Solutions has engaged in conduct (Reportable Conduct) which may have contravened a
provision of the Fair Work Registered Organisations Act, the Fair Work Act, the Corporations Act 2001,
the Competition and Consumer Act 2010 or constitutes an offence against a law of the Commonwealth,

This includes, but is not limited to:

is dishonest, fraudulent or corrupt activity, including bribery or other activity;

is illegal activity (such as theft, drug sale or use, violence, harassment or intimidation,
criminal damage to property or other breaches of state or federal law);

is unethical or in breach of JCurve Solutions’ policies (such as dishonestly altering company
records or data, adopting questionable accounting practices or willfully breaching JCurve
Solutions policies or procedures);

is potentially damaging to JCurve Solutions, a JCurve Solutions employee or a third party,
such as unsafe work practices, environmental damage, health risks or abuse of JCurve
Solutions property or resources;

amounts to an abuse of authority;

may cause financial loss to JCurve Solutions or damage its reputation or be otherwise
detrimental to JCurve Solutions interests;

involves harassment, discrimination, victimisation or bullying;
involves any other kind of serious impropriety;

represents a danger to the public or the financial system.

This reportable conduct covers personal work-related grievances in certain limited circumstances. A
disclosure of a work-related grievance will only be protected if it relates to systemic issues or involves
detrimental conduct to the whistleblower. A disclosure of a work-related grievance will also be
protected if it is made to a legal practitioner to obtain legal advice or representation in relation to the
whistleblower provisions.
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Reports can be made by the below persons, whether they be current or former:

2. Who Can Make a Report?

Employees
Contractors or Suppliers (including employees of suppliers)

An individual who is an associate of JCurve Solutions (as defined in the Corporations Act 2001)

Spouses and direct relatives of any of the above

3. Who Can | Make a Report to?

JCurve Solutions has several channels for making a report if a person becomes aware of any issue or
behaviour which he or she considers to be Reportable Conduct:

Any person may make a report to any of the following Protected Disclosure Officers:
Stephen Canning
Chief Executive Officer
stephen.canning@jcurvesolutions.com

James Aulsebrook
Chief Financial Officer
james.aulsebrook@jcurvesolutions.com

Reports may also be made by post to:
Level 8, S Help Street
Chatswood NSW 2067
(Marked "Private and Confidential" to the attention of one of the Protected Disclosure Officers
referred to above).

Alternatively, you may wish to write or email the JCurve Solutions Auditor:
BDO Audit Pty Ltd
Gareth Few
Partner
Level 11, 1 Margaret Street
Sydney, NSW, Australia, 2000
Gareth.Few@bdo.com.au

Reports can also be made directly to the Australian Securities and Investment Commission (ASIC) via
the below webpage: https://asic.gov.au/report-misconduct

or to Australian Prudential Regulation Authority (APRA) either via email to: pid@apra.gov.au

or via mail to:

Chief Risk Officer
APRA

GPO Box 9836
Sydney NSW 2001
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